���



Table of Contents


� TOC \o "1-3" �1.	Executive summary	� PAGEREF _Toc405611583 \h ��3�


2.	Design	� PAGEREF _Toc405611584 \h ��3�


2.1.	Context level OOD diagrams	� PAGEREF _Toc405611585 \h ��3�


2.3.	OMT Architectural Diagrams	� PAGEREF _Toc405611586 \h ��5�


2.3.1.	Object Model	� PAGEREF _Toc405611587 \h ��5�


2.3.2.	Dynamic Model	� PAGEREF _Toc405611588 \h ��7�


2.3.3.	Functional Model	� PAGEREF _Toc405611589 \h ��6�


2.4.	Narrative	� PAGEREF _Toc405611590 \h ��8�


2.4.1.	Object Model - This model shows the proposed objects for the authentication service.	� PAGEREF _Toc405611591 \h ��8�


3.	Preliminary Implementation Schedule	� PAGEREF _Toc405611592 \h ��9�


3.1.	Gantt Chart	� PAGEREF _Toc405611593 \h ��9�


3.2.	Pert Chart	� PAGEREF _Toc405611594 \h ��10�


3.3.	Resource Loading	� PAGEREF _Toc405611595 \h ��11�


4.	Preliminary Test Plan	� PAGEREF _Toc405611596 \h ��12�


4.1.	White Box Test Strategies	� PAGEREF _Toc405611597 \h ��12�


4.2.	Black Box Testing Strategies	� PAGEREF _Toc405611598 \h ��13�


�


1.	�
Executive summary 


This document contains all the information necessary to implement a user authenticator for a distributed system. The OMT diagrams describe the Objects involved, their functionality and dynamics.





2.	Design


2.1.	Context level OOD diagrams


2.2.	�
Data Dictionary


Object�
Purpose�
Interaction with other objects�
�
CORBA_Interface�
It is the interface between the ORB and the Authentication service. 


�
Sends and receives objects from the ORB.


Sends data from Interface to Service


Receives data from Service_To_Interface.


�
�
Data Communicator�
Super class that allows communication between the service and interface�
�
�
Interface_To_Service�
Communicates from the interface to the service�
Receives data from Corba_Interface


Sends data to the Object_Store_Indexer


It is an aggregation from the Authenticator �
�
Service_To_Interface�
Communicates from the service to the interface�
Sends data to the Corba_Interface


Receives data from the Object_Store_Indexer


It is an aggregation from the Authenticator�
�
Authenticator�
Compares strings from the interface with strings from the database�
Provides functionality to Interface_To_Service and to Service_To_Interface�
�
Object_Store_Indexer�
Provides the interface to the Object Store database�
It is a subclass of  DB_Indexer


Sends strings to Service_To_Interface 


Receives strings from Interface_To_Service


�
�
DB_Indexer�
To provide a generic interface to any kind of database �
Provides the interface for the Object_Store_Indexer


�
�
ORB�
Communication media�
Sends and receives objects to the CORBA_Interface�
�









 �
2.3.	OMT Architectural Diagrams


2.3.1.	Object Model
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2.3.2.	Functional Model
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2.3.3.	Dynamic Model
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2.4.	Narrative





2.4.1.	Object Model - This model shows the proposed objects for the authentication service.





2.4.2.	Dynamic Model – This diagram shows the top level state transitions for the proposed authentication service.





2.4.3.	Functional Model – This picture illustrates the most basic functionality of the proposed authentication service.�
3.	Preliminary Implementation Schedule


3.1.	Gantt Chart


��



3.2.	Pert Chart
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3.3.	Resource Loading 


Task�
Resource�
�
Coding�
Mike�
�
Development Plan�
Jonah�
�
TDR1�
Tomy�
�
Test Plan�
Mike�
�
Spring Break�
Team�
�
Status Conference�
Thom�
�
TDR2�
Tomy�
�
Integration�
Mike�
�
Testing�
Jonah�
�
TDR3�
Tomy�
�
Design Conference�
Thom�
�
Reading Week�
Team�
�
Software Delivery�
Jonah�
�
Team Notebook�
Tomy�
�
As-Built Report�
Team�
�
�
4.	Preliminary Test Plan


4.1.	White Box Test Strategies


4.1.1.	Unit Test


		Specification					Method


		Login name must 6 characters long		use multiple length logins 									names





		Password must be 6 to 8 characters long	use multiple length 										passwords


		


		Password must have at least 5			Use different number


		Alphanumeric characters			of alphanumeric characters





		Password must have at least 1 		Use different number of


		Non-alphanumeric characters			non-alphanumeric characters





		After successful login access level 		Login several times check


		Is returned					if correct access level 





		Creating a new user				Create multiple users with


								Multiple parameters given





		Modifying a user				Give multiple requests to


								Modify a user changing the 									attribute that needs changing


		


		Deleting a user				Delete multiple users








4.1.2.	Integration Test


4.1.2.1.	Client to Interface


		Specification					Method


		Login						Multiple logins with correct 									and incorrect login attempts





		Creating a new user				Create multiple users with


								Multiple parameters given





		Modifying a user				Give multiple requests to


								Modify a user changing the 									attribute that needs changing


		


		Deleting a user				Delete multiple users





4.1.2.2.	CORBA Interface to Database Interface


		Specification					Method


		Adding an object to database			Send multiple objects to be


								Added with each having 									different attributes





		Modifying the database			Send multiple requests to 									change the database with


Each request having different 		attributes








		





4.1.3.	System Test


		Specification					Method


Adding a user					Send multiple requests to add 							users each with different sets 								of attributes


		


		Modifying a user				Send multiple requests to 									modify users with each 									request having unique 									attributes to change or having 								multiple attributes to changed 								at one time





		Deleting a user				Send multiple requests to 									delete users 





		Login						Login multiple times with 									correct and incorrect login 									scenarios





4.2.	Black Box Testing Strategies


4.2.1.	Unit Test


4.2.1.1.	 Login


		Specification					Method


		At application startup the user		Check if pop-up window 


		Is requested to login via a pop-up window	starts up





		Login name must be 6 characters or greater	input a login name check if 									it accepts the login name





		Password must be 6 to 8 characters long	input a password check if


		With at least 5 alphanumeric and at least 1 	the unit accepts the password


		Non-alphanumeric				as valid





4.2.1.2.	 Create a User


		Specification					Method


		User must be able to add a user		Input a new user check if user 


								Is created





		A user must be able to enter information	Input information check if 


		About itself or another user			can enter for itself and 									another user





4.2.1.3.	 Modify a User


		Specification					Method


		User must be able to modify information	Input information that


		About itself					modifies a user and check if 									the information is modified





4.2.1.4.	 Delete a User


		Specification					Method


		User must be able to remove a user 		Input to delete a user check if


								User is deleted





4.2.1.5.	 Retrieval of User Attributes by System


		Specification					Method


		A component shall request a value		Input a request check if user 


		For a user attribute				attribute is returned





		The authentication subsystem returns		input an authorized user check


		A value						if value is returned





4.2.1.6.	 Entry of User Attributes


		Specification					Method


		Component requests an entry of value	input a request for entry 


		For user attribute				check if request is answered





		Authentication subsystem stores value	input a value check if it is 									stored





4.2.1.7.	CORBA Service


4.2.1.7.1.	 Login


		Specification					Method


		At application startup the user		Check if pop-up window 


		Is requested to login via a pop-up window	starts up





		Login name must be 6 characters or greater	input a login name check if 									it accepts the login name





		Password must be 6 to 8 characters long	input a password check if


		With at least 5 alphanumeric and at least 1 	the unit accepts the password


		Non-alphanumeric				as valid





4.2.1.1.1.	 Create a User


		Specification					Method


		User must be able to add a user		Input a new user check if user 


								Is created





		A user must be able to enter information	Input information check if 


		About itself or another user			user can enter for itself and 									another user





4.2.1.1.2.	 Modify a User


		Specification					Method


		User must be able to modify information	Input information that


		About itself					modifies a user and check if 									the information is modified





4.2.1.1.3.	 Delete a User


		Specification					Method


		User must be able to remove a user 		Input to delete a user check if


								User is deleted





		











4.2.1.1.4.	 Retrieval of User Attributes by System


		Specification					Method


		A component shall request a value		Input a request check if user 


		For a user attribute				attribute is returned





		The authentication subsystem returns		input an authorized user check


		A value						if value is returned





4.2.1.1.5.	Entry of User Attributes


		Specification					Method


		Component requests an entry of value	input a request for entry 


		For user attribute				check if request is answered





		Authentication subsystem stores value	input a value check if it is 									stored





4.2.1.1.6.	Scalability


		Specification					Method





		The service will allow groups			input a user check if the 


								Correct group is returned





4.2.1.1.7.	Domains


		Specification					Method


		The service is to implement a security	input a user check 		


		Policy using access levels and groups 	access level and group





4.2.1.1.8.	End Users


		Specification					Method


		Principals must authenticate to the 		Login and try to login


		Distributed system once			again check if login pop-up


								Window starts again





4.2.1.1.9.	Administrators


		Specification					Method


		The service should provide one service	


		Image





4.2.1.1.10.	Developers


		Specification					Method


		A developer who understands security 


		Will be able to protect application 


		Specific actions





4.2.1.1.11.	Security Policy


		Specification					Method


		The service will have a non-flexible		Input an unauthorized client 


		Security policy				check if allowed access





4.2.1.1.12.	Support for Security


		Specification					Method


		The service support for security will		compare support


		Be defined by TCSEC or X/Open





4.2.1.1.13.	Interfaces for Security of Client


	Target Object Invocations


		The interface will hide the security		


		Mechanisms from the application objects


		And the ORB using symmetric or


		Asymmetric key technology





4.2.1.1.14.	Independence of Security Technology


		Specification					Method


		The service will implement 			Check with different 


		Technologically independent proprietary	technologies


		Access control repositories and user


		Registries





4.2.1.1.15.	Object Oriented


		Specification					Method


		The service interface is object oriented	Compare against object 									oriented written code





4.2.1.2.	Database Interface


		Specification					Method


		The interface will be generic to allow		Make more than one database


		Different types of databases			and check if interface can 


								Communicate with each 									database





		





4.2.2.	Integration Test


4.2.2.1.	Client and CORBA interface


		Specification					Method


		Adding a user					Send a message that adds a 									user and check if message is 									received and processed by the 								interface





		Modifying a user				Send message that modifies a 								user and check if message is 									received and processed by the 								interface





		Deleting a user				Send a message that deletes a 								user and check if message is 									received and processed by the 								interface





		Login						Send a message that logins a 									user and check if message is 									received and processed by the 								interface








4.2.2.2.	CORBA Interface with Database Interface


		Specification					Method


Adding to the database			Send a request to the 									database and check if it adds 								the request to the database





		Modifying the database			Send a request to modify the 									database and check if it 									modified the correct 										information





		Retrieving data from the database		Send a request for data and 									check the data received is 									correct








4.2.3.	System Test





4.2.3.1.	Login


		Specification					Method


		Login to the system				Request a login and give the 									correct information check if I 								can log in or if given the 									wrong information check if I 									can not log in





		Adding a User					Request a add user and give 									the information needed check 								if the user is added to the 									database





		Modify a User					Request to modify a user and 									give input that changes the 									user and check if the data in 									the database has been 										changed





		Delete a User					Request to delete a user and 									give the correct input to 									delete check if user is deleted 								from database or if wrong 									input check if user is not 									deleted from database
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